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# How To Use This Playbook

Ransomware, unlike other security incidents, puts organizations on a countdown timer. Decisions need to be made swiftly and in an orderly fashion. Any delay in the decision-making process can result in public disclosure or complete loss of data.

The playbook is to be used by the cyber incident response team leader. It focuses on the initial analysis & containment, detailed analysis, eradication, and recovery of the incident by helping organizations prioritize their actions and engage the right people during a confirmed ransomware incident. The audience for these playbooks is the Cybersecurity Incident Response Team (CSIRT), therefore playbook steps may be technical. Additionally, the playbook may reference responsibilities of other teams, but only informationally. The focus of the steps of the playbook is the investigation piece by the CSIRT.

The playbook shall be reviewed and updated as needed. This is necessary to address:

* changes to regulatory requirements,
* industry standards,
* changes to malware/ransomware,
* lessons learned via exercises and/or actual events

This playbook becomes activated when a ransomware incident is detected. Initial triage is performed to understand the timing and whether this is a current threat. If triage shows that the alerts are from old, archived files surfacing due to file backup or share access, perform the following and no further escalation through the playbook is required:

* 1. <actions>
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